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The argument

The promises and pitfalls of public-private 
sector cooperation across the homeland 
security field are equally apparent in the 
specific context of the cybersecurity domain.



The Business of Counterterrorism
“This is a must-read for Congressional 
leaders, business executives, and 
academics who are concerned about 
the future safety of our nation.”
-Hon. Tom Ridge, President and CEO, 
Ridge Global LLC; former Secretary of 
Homeland Security; former Governor of 
Pennsylvania

“Authors Nathan E. Busch and Austen 
D. Givens skillfully evaluate homeland 
security challenges and describe 
outcome-focused opportunities, backed 
by well-researched case studies and 
accounts of hard-learned lessons.”
-William J. Bratton, Commissioner, 
New York Police Department













What are these public-private 
partnerships?
• Service contracts
• Supply chains
• Ad-hoc partnerships



What are these public-private 
partnerships? (cont’d)
• Channel partnerships
• Info sharing partnerships
• Civic switchboard partnerships



Who are these partners?



Some Potential Advantages

• Hiring speed
• Specialization
• More effective use of scarce resources
• Innovation
• Trust



Some Potential Disadvantages

• Unmet expectations
• Cost overruns
• Appearance v. Reality
• Management and Accountability
• Transparency
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Future Trends

• Cyber incidents
• Economic crime 
• Self-radicalization/lone wolves



Thank You!
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